NIH Security Advisory #46 – Tuesday, March 18, 2003

As many of you already know, the Department of Homeland Security has raised the national threat advisory level to the Orange (high) level. (http://www.whitehouse.gov/homeland/)

In response to the ORANGE ALERT level and to protect NIH personnel and assets, the NIH will fully implement the Orange security level by tomorrow, Wednesday, March 19.

Many of you have asked questions about emergency planning and preparedness at the NIH. For this information, please visit the following website: http://www.nih.gov/od/ors/security/emergencyfaq.htm 

We will be adding information about the Red (severe) level to address your concerns and questions in the near future. 

PLEASE READ THE FOLLOWING CAREFULLY - 

BEGINNING MARCH 19, SECURITY PROTOCOLS FOR FULL IMPLEMENTATION OF THE CODE ORANGE THREAT LEVEL WILL ENTAIL:

Perimeter Security 

All visitors AND employees must present one (1) government-issued photo ID (i.e. Federal employee badge, driver’s license, passport, green card, etc.) Visitor vehicles will be inspected at the campus perimeter.  Employees will be subject to random vehicle inspections. 

All shuttle buses from off-campus facilities will undergo inspection at the campus perimeter, but will be allowed to enter and circulate on campus once inspected.

Building Security

Every on-campus building will have limited entrance points (typically the “main” entrance), except for Buildings 10, 31, 38, and 45, which will retain multiple entrance points. A guard presence or active ID card readers will monitor entrances at all times. Employees are encouraged to be vigilant and report anyone using unauthorized entrances to the NIH Police at 301-496-5685.

At building entrances where guards are posted, visitors AND employees must show one (1) government-issued photo ID (i.e. Federal employee badge, driver’s license, passport, green card, etc.) All employees and visitors should be prepared to have their personal belongings inspected and go through a metal detection inspection (wand, magnetometer, etc).

All visitors must be escorted to and from their destination within all buildings.

The NIH Federal Credit Union in Building 31 will not be open on Saturdays during this elevated security level.

Similar, appropriate security adjustments will be made at off-campus facilities.

Meetings and Special Events

Mission related activities are allowed during normal business hours but require special permission for groups of 50 or more.  Mission related activities during evenings and weekends for all groups require special permission. All events that have been previously approved will need to be re-evaluated under the higher security level. Contact NIH Special Events for guidance: 301-496-9966.

R&W fitness centers, clubs and other activities will operate during normal business hours and close at 6:00 pm. After hours or weekend activities will be suspended during this heightened security level. Check with your R&W representative for details.

NIH staff should be vigilant and report any suspicious activity to the NIH Police at 301-496-5685.

USEFUL WEBSITES AND CONTACT INFORMATION:

Comprehensive NIH security information: http://security.nih.gov
ORS Information Line website: http://www.nih.gov/od/ors/security/index.htm
Security for NIH visitors and patients: http://www.nih.gov/about/visitorsecurity.htm
Security for NIH visitors and patients Spanish language version:

http://www.nih.gov/about/spanvisit.htm
OPM Emergency Preparedness Guide: http://www.opm.gov/emergency/index.asp#employee
Non-emergency questions or comments:  

ORS Information Line - 594-6677, TTY- 435-1908 or orsinfo@mail.nih.gov.

Emergencies: voice - 911; TTY - 496-0063.
