NIH Security Advisory # 47 March 19, 2003

The National Institutes of Health has been finalizing plans for the

possibility that the Department of Homeland Security (DHS) will raise the

national threat level.

The DHS adjusts the levels of the Homeland Security Advisory System

(“Alert Levels”) in response to threats against the U.S. and U.S.

interests.  Level Red indicates that there is a “severe risk of terrorist

attacks” or that there has been an attack.  The NIH, as a government

facility, must respond to elevated threat conditions by enhancing our

security measures.  If the national threat level is elevated to Level Red,

NIH will increase its protective security measures to ensure the safety

and security of the NIH personnel and its assets.

You will be receiving more information on the developing Level Red

security protocols for the NIH tomorrow, March 20, 2003.  Please listen to

your radio or watch your television for further instructions should the

Department of Homeland Security raise the threat condition.  If the threat

condition is elevated, only those individuals designated as “Red Alert

Critical” personnel will be permitted access to NIH facilities.  More

information on “Red Alert Critical” designations will be forthcoming.

In addition to concerns about Level Red, many of you have expressed

concerns about evacuation plans and guidance.  The NIH is working with

security experts, the Washington Metropolitan Council of Governments, and

other local, state, and federal government agencies to finalize plans for

evacuation of the NIH campus.  The NIH is also finalizing plans and

guidance for our community to “Shelter in Place.”  These plans are being

prepared for use during emergency or extreme situations, should they

occur.  Further information will be provided to the NIH community over the

next few days.

Your cooperation is needed to ensure the safety of our facilities, assets,

and personnel.  Please comply with security regulations such as providing

valid identification to NIH law enforcement or security personnel, report

suspicious activity, and assist in ensuring that no unauthorized

individuals gain entry to your facility.  In the event of an emergency, we

are depending on your calm response to emergency conditions, and will rely

on you to comply with guidance from the Division of Public Safety.  Please

remember that you are a critical part of the NIH security system and

please increase your security awareness, as you play a vital role in

maintaining a secure environment.

USEFUL WEBSITES AND CONTACT INFORMATION:

Comprehensive NIH security information: http://security.nih.gov

ORS Information Line website: http://www.nih.gov/od/ors/security/index.htm

Security for NIH visitors and patients:

http://www.nih.gov/about/visitorsecurity.htm

Security for NIH visitors and patients Spanish language version:

http://www.nih.gov/about/spanvisit.htm

OPM Emergency Preparedness Guide:

http://www.opm.gov/emergency/index.asp#employee

Non-emergency questions or comments:

ORS Information Line - 594-6677, TTY- 435-1908 or orsinfo@mail.nih.gov.

Emergencies: voice - 911; TTY - 496-0063.

